# Communal Cybersecurity Program grant application

**Please complete this application and** [**email to CJP’s Cybersecurity team**](mailto:cjpcybersecurity@cjp.org)**.**

Thank you for your interest in the CJP Communal Cybersecurity Program (CCP)! We ask that you please complete this form to the best of your ability so that we may gauge your needs and pair you with an effective technology provider. Complete the section appropriate to your organization’s current standing in cybersecurity. Upon returning the completed form, you will be matched with one of our preferred Cybersecurity and Technology providers.

**Section 1:**

1. **Has your organization had a formal cybersecurity risk assessment performed by a third-party consulting organization in the last three years?**
   1. Yes
   2. No

**\*If you answered yes, please complete Section 2 of this application form on page 3**

1. **How many of your staff/employees/volunteers have access to your organization’s data via computer (i.e., the number of people who have login credentials to your information systems)?**
2. **How is your IT infrastructure organized?** 
   1. On the premises
   2. Cloud-based
   3. Hybrid (some in cloud and some on premise)
   4. Other
3. **Do you host your own IT or is it outsourced to a third party? If so, please include the organization’s name.**
4. **Does your organization currently offer staff/volunteers any cybersecurity awareness training? If yes, please elaborate.**

**Section 2: Please complete this section if your organization has had a cybersecurity assessment done in the past three years.**

1. **Is your organization currently working on any remediation\* projects? If so, please elaborate:**

\*Remediation can be defined as any project to fix and/or update any security risks in your organization.

1. **What cybersecurity risks or vulnerabilities are you looking to address through the CCP?**

**Section 3: General questions**

1. **Does your organization currently allocate a specific budget for cybersecurity expenses?**
2. **Does your organization currently have cybersecurity insurance?**
3. **Please list the types of security solutions that your organization has implemented to protect its data and employees (e.g., antivirus, firewall, monitoring).**
4. **What future cybersecurity needs are you hoping to address and plan through CJP’s CCP?**
5. **Please provide the main points of contact that will help coordinate the cybersecurity work for your organization:**

|  |  |  |  |
| --- | --- | --- | --- |
| Name | Title | Organization | Email |
|  |  |  |  |
|  |  |  |  |

**Section 4: Legal**

In participating in this initiative your organization acknowledges that the services provided through the CCP program will be performed through the use of third-party technology vendors. Pending the nature of work to be performed, your organization may receive financial assistance. Your organization is entirely responsible for decisions to implement or not implement recommended remediation steps, security measures, and training programs as a result of the work performed.

Authorized Signature: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Date: \_\_\_\_/\_\_\_\_/\_\_\_\_

Printed Name: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Title: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_